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Abstract: Cryptography plays a critical role in the security of data transfer. The advancement of 

registering innovation places more stringent requirements on cryptography plans. The Advanced 

Encryption Standard (AES) defeated the Data Encryption Standard (DES) in 2000.increasing security 

prerequisites The AES, often known as Rijndael, is a cryptographic algorithm. The United States 

government receives a square figure as an encryption standard, which determines a secure encryption 

computation for private and sensitive data This is a symmetrical computation. A square figure capable 

of encoding and decoding data Encryption transforms data into a different format. Figure content is 

a jumbled structure. The content of the figure is unscrambled. Plaintext is the process of reorganising 

material into its original structure. The AES computation uses keys of lengths of 128, 192, and 256 

bits to encode and decode data in 128-bit squares; as a result, the names AES-128, AES-192, and 

AES256 have evolved separately. The AES computation equipment can provide superior, 

straightforward results. In comparison to its product partners, it offers more applicability and 

reliability. As the need for more cryptographic systems grows, there is an increasing worry about 

processing power and speed of reaction. A framework is built that uses a parallel processing network 

to speed up the encryption and decryption process more quickly A higher level synthesis tool was used 

to create the frame work. The C-coded blocks were then transformed into synthesizable Verilog 

modules using the synthesis tool. The modules were then put through their paces in waveform 

analyzers and compared to open-source Verilog implementation. The results of the experiments 

showed that our methodology delivered accurate output results while also achieving a somewhat 

faster performance due to its parallel processing design. 

 

I. INRTODUCTION 

In many industries, an IoT device has the potential to do numerous jobs in a redundant and reliable manner where 

humans cannot, such as high temperature and remote area control/surveillance in rescue missions. An Internet-

connected IoT controller can send and receive distant data to the cloud and assist in its analysis The sensor and 

the controller are the essential principles behind the controller. MQTT Protocol is used by the actuator to 

communicate with the controller and the controller to the cloud. We may have live streaming and capture datasets 

while taking data with the use of sensors 

important. Encryption is a good way to keep your voice communications safe. Voice At the transmitter end, 

encrypt or digitise the communication and apply a cryptographic technique to the resulting bit-stream. The correct 

encryption strategy must be employed to decipher the speech.  

Voice Encryption aids us in maintaining our privacy and confidentiality. Voice decryption is nearly impossible 

back to its original state We'll compare the efficiency and effectiveness of standardised tests. Compare and contrast 

C/C++ implementations and open source Verilog codes with ours. The project involves sending a speech signal 

to an Analog to Digital Converter (ADC) at the transmitter end, which will convert voice to digitised form and 

then store voice samples on FPGA Block memory. At the transmitter end, the voice will be decoded. After it will 

be received on an Ethernet cable if it is sent via a wired communication channel. FPGA number two the data will 

be decrypted before being converted from binary to voice. Through a digital-to-analog converter (DAC). We'll 

take two methods to this: 
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 Offline Approach (recorded Voice Samples Stored in memory) 

 Method in Real-Time (taking input from a microphone and listening to the output on a computer speaker) 

ADC 

 

II. BRIEF LITERATURE SURVEY 

Xin Zhang and Fengtong Wen [30] proposes a novel anonymous user WSN authentication for the Internet of 

Things wherein two algorithmic models UDS (user-device-server) and USD (user-server-device), are constructed 

to ensure valid authentication for resolving trust centric threat models. This is a multi-functional method to provide 

security during the authentication process with lighter storage overheads, efficient communication costs, and 

faster computational speed. This work is limited in terms of the extent of the security solution provided, only for 

the lightweight sensor devices against the prominent network layer and physical layer-based attacks.  

A cluster-based fuzzy logic implementation model is proposed by Mohammad Dahman Alshehri and Farookh 

Khadeer Hussain [31] and a secure messaging paradigm between IoT nodes where encrypted communication 

takes place utilizing hexadecimal values to cope with Port Scanning threats and other integrity specific 

vulnerabilities for AI-based IoT security solutions. This work effectively proffers the detection mechanism against 

the malicious IoT nodes present in the network, but risks pertaining to the data audit attack surface are not covered 

in this model. This study also falls short of addressing the performance analysis relative to communication costs 

and computation costs occurring in operation. 

 

III. IMPLEMENTATION 

Start by writing code for our algorithm in a higher-level language like C or C++. Using a higher-level synthesis 

tool, the C implementation will be converted to its Verilog equivalent. Xilinx VIVADO HLS may transform its 

parameterized code into a higher language code. Modules in Verilog. Then there will be a performance 

comparison in terms of efficiency and latency. The design technique follows the steps below. 

Step 1: Create an AES encryption code in C language. 

Step 2: Decryption and Simulation 

Step 3: Translating C code into Verilog code. 

Step 4: Compare the old and new generating codes. 

Step 5: Evaluate performance and execution time. 

 

 
Figure 1 

 

Authentication and Authorization in IoT using End-to-End Encryption 

 

Analog Sensor and Analog Actuator 

In this system Analog Sensor will communicate with Analog Actuator. This is to verify that the system is capable 

of communicating Analog values to the other controller. We have picked up the example of a Soil moisture sensor 



IJARSCT 
 ISSN (Online) 2581-9429 

    

 

          International Journal of Advanced Research in Science, Communication and Technology (IJARSCT) 

  

 Volume 2, Issue 8, June 2022 
 

Copyright to IJARSCT DOI: 10.48175/IJARSCT-5257 297 
www.ijarsct.co.in 

Impact Factor: 6.252 

and a Submersible motor. But any other application can be developed by replacing this component with suitable 

Analog sensor and Analog actuator. 

 

Digital Sensor and Digital Actuator 

 In this system Digital Sensor will communicate with Digital Actuator. This is to verify that the system is capable 

of communicating Digital values to the other controller. • We have picked up the example of a Push button sensor 

and a Buzzer. But any other application can be developed by replacing this component with suitable Digital sensor 

and Digital actuator. 

Encryption techniques as far as hardware implementations are concerned can be broken down into following 

categories a. Implementation in C/C++ b. Implementation in Java c. HDL based Implementations d. GPU based 

implementation. 

 

IV. PIN DIAGRAM 

 
Figure 2 

 

V. RESULTS 

                  
             Figure 3A                                                                  Figure 3B 

 

Internet of Things security is an active research topic in research industry and academia. It needs further attention 

and study to explore different security problems in IoT. This project solves major security problems in each layer 

of IoT four layers architecture i.e., perceptual layer, network Layer, support Layer and application layer.  
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The security issues in support layer have not been explored so far in the context of IoT, we present a 

comprehensive working prototype of support layer security problems in our paper. We also present brief 

countermeasures to different security challenges to secure IoT systems by use of the AES algorithm for encryption 

and decryption. We discussed challenges to legacy security solutions in IoT.  

This project also presents a study of authentication and access control mechanism in IoT. Legacy authentication 

mechanism is not suitable for IoT devices because these devices are resource constrained and massive in number. 

Therefore, new authentication mechanism is required to authenticate constrained devices in M2M communication. 

We present a practical demonstration of the state-of-the-art authentication and access control mechanisms for IoT. 

This comprehensive practical implementation will guide the user and future developers as to where efforts should 

be invested to develop security solutions for IoT. 

 

VI. CONCLUSION AND DISCUSSION 

The authentication is detected almost immediately (within 0.5 s). However, it takes much more time for the threat 

to get in effect, so the device still may not be able to run into problem. 
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