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Abstract: During pandemic the mode of sharing information with the multiple participants in physical 

mode is reduced, to overcome this the online mode of sharing information and discussions through 

webinars has been increased globally. In case of any misbehaviors from unidentified participants to 

stop the webinars, we need to identify the participant who is misusing the opportunity. So, we came 

with the idea of IP tracking. In this project we provide the option to monitor the unidentified participants 

and we can access the details of the participant such as IP Address. Through IP Address we can 

identify the participant and necessary action can be taken from the concerned authorities. 
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