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Abstract: Know Your Customer or Know Your Customer (KYC) is a financial institution's guideline for 

identifying customers using identity, compliance and risk assessment to build relationships in banking. With 

security concerns, the KYC process has become difficult and costly for a client. In this work, we propose an 

efficient, fast, secure and transparent platform for KYC authentication for banking institutions through the 

Interplanetary File System (IPFS) and blockchain technology output. The application process allows 

customers to open an account at a bank, complete the KYC process there, and use the IPFS network to 

generate a hash and distribute it using blockchain technology. After obtaining the private key, any 

bank/financial institution can obtain the customer's information (eg.For example KYC) If a customer wants 

to open another account with a bank/financial institution, use IPFS network for security. A planned process 

can save time, money and redundancies in the KYC process when trying to open accounts at multiple banks. 
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