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Abstract: The Internet of Things (IoT) has major implications in the transportation industry. Autonomous 

Vehicles (AVs) aim at improving day-to-day activities such as delivering packages, improving traffic, and 

the transportations of goods. AVs are not limited to ground vehicles but also include aerial and sea vehicles 

with a wide range of applications. To overcome this problem we are implementing Cyber Security (CS) 

based data transfer to Autonomous vehicle. Here a cloud is the mediator that which transfers sender files to 

autonomous vehicle with more security we are using CS based (Advanced Encryption Standard), and SHA-

1 algorithms which are used to hide the transferred data into cipher text. The cipher text can be decrypted 

by the private key generated by sender to the particular AV. 
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