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Abstract: In recent years, cloud computing has become a popular way of storing and sharing data. 

However, security concerns have been raised about the safety of sensitive information stored on the cloud. 

Hybrid cryptography, which combines symmetric and asymmetric encryption, has been proposed as a 

solution to these concerns. This paper proposes a new hybrid cryptography approach for secure file storage 

on the cloud regardless of the type of deployment model i.e., either public cloud, private cloud, or hybrid 

cloud. The proposed approach uses a combination of the Advanced Encryption Standard (AES) algorithm, 

Triple Data Encryption Standard (DES) algorithm, and Rivest cipher 6 (RC6) algorithms are used to 

provide block-wise security to data. LSB steganography technique is introduced for key information 

security. 
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