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Abstract: Numerous applications have been found for video surveillance. Smart video surveillance systems 

can improve situational awareness at various scales of time and space. It describes a remote control and 

surveillance architecture based on mobile devices. To record camera photos and detect intrusion using an 

image comparison technique, this project uses the Opency library. The streamed video is sent from the 

server to the remote administrator over the phone after the comparison is completed and an intrusion is 

discovered. Afterward, admin can take the necessary action. Automatic video analytics are used in smart 

surveillance to increase the efficiency of security measures. By automatically identifying the individual's 

deviant conduct, this system complements the existing video surveillance systems while also introducing 

intelligent analysis of single person activity to improve home security. By sending an SMS, the user is 

informed and the pertinent data is recorded. The user is able to watch the specific video. This system keeps 

the home secure, which lowers the frequency of burglary cases and improves social stability. 
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