
IJARSCT  ISSN (Online) 2581-9429 

    

 

       International Journal of Advanced Research in Science, Communication and Technology (IJARSCT) 

  

 Volume 2, Issue 1, September 2022 
 

Copyright to IJARSCT                  DOI: 10.48175/568 289 

www.ijarsct.co.in 

Impact Factor: 6.252 

Privacy in Searchable Symmetric Encrypted 

Cloud Data using Ranked Search 
Nutan Pramod Chaudhari1, Dr. Dinesh D. Patil2, Prof. Rahul P. Chaudhari3 

Department of Computer Science and Engineering1 

Head of Department, Department of Computer Science and Engineering2 

Associate Professor, Department of Computer Science and Engineering3 

Shri Sant Gadge Baba College of Engineering & Technology, Bhusawal, Maharashtra, India 

 

Abstract: The appearance of cloud computing, data owners are motivatedfor great flexibility and 

economic savings to outsource their complex data management systems from local sites to commercial 

public cloud. For protecting data privacy, to ensure adequate sensitive data has to be encrypted before 

outsourcing, which obsoletes traditional data utilization based on plaintext keyword search. Thus, enabling 

an encrypted cloud data search service is of paramount importance. To achieve more competence, ranked 

searchable symmetric encryption is a cryptography scheme which gives an efficient design by properly 

utilizing the existing cryptographic primitive it is known as order-preserving symmetric encryption (OPSE). 

The proposed solution enjoys “as-strong-as possible” security guarantee compared to previous SSE 

schemes, while correctly realizing the goal of ranked keyword search. 
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