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Abstract: Mobile Cloud Computing is a combination of general Cloud Computing and Mobile Computing in which we 

have to access resources from the remote cloud data center with the help of mobile electronics and peripherals like 

mobile smartphones, laptops, gadgets, etc. via Cellular Technology or Wireless Communication. Mobile devices have 

lots of resource constraints like storage capacity, processing speed, and battery life. Hence through simple mobile 

computing software and programming, we cannot manipulate on mobile devices of cloud data center information. 

Because of such kinds of difficulty, we have to process information or data through external mobile devices. Accessing 

and processing of data with the help of Trusted Third Party Agency (TPA) outside the cloud data center and mobile 

devices have lots of security challenges. To make cloud data secure over outside resources, lots of terminologies and 

theory are put forward by various researchers. In this paper, we will analyze their theory and its limitations and offer 

our security algorithm proposal. In this thesis article, we analyze the security framework for storing data on Cloud Server 

by Mobile and limitation of this process. Also, we review the theory of how data can be secure our data on cloud 

administrators. 
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