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Abstract: Everyday new technologies are brought and progressed very rapid in all fields. Now new 

generation gifted to tax payers for filing their income tax go back via on-line is E- submitting. The E-

filing is the new effective method of filing income tax return through online and make E-payment tax 

with digital signature. It saves our golden time, strength, fee and also reduces our anxiety. So, the 

tax payers are required to use E- filing centres. This present look at examines that the existing 

customers are satisfied with the E-filing facilities but most of the people tax payers are not aware to 

the E-submitting procedures so sufficient steps are required for create greater awareness within the 

minds of tax payers regarding submitting of earnings tax with the aid of using digital signature. 
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