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Abstract:  The "BLOCKING FAKE ACCOUNTS IN SOCIAL NETWORKS" project is to anonymizing 

networks such as Tor allow users to access Internet services privately by using a series of routers to hide 

the client’s IP address from the server. These fake social media accounts exist and it is important to identify 

them so that their activity is ignored or even reported. The purpose of these profiles is they can be created 

to give voice to a product of a brand, it does not inflict serious damage to the network. 
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