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Abstract: Criminal behaviour is one of our society's most serious issues. With the resurgence of such 

activities around the world on a daily basis, crime investigation organisations are finding it increasingly 

difficult to manage and probe events, either due to a lack of cops or because criminals are outsmarting the 

investigative process. The traditional police investigative procedure takes a long time to predict criminal 

profiles, suspect the next prospective crime location, or understand the crime trend. As a result, there is a 

need to evaluate historical crime trends more efficiently in less time, as well as anticipate future crime 

location and type. The police department requires a systematic method for quickly evaluating criminal 

profiles and identifying linked criminals. For criminal activity monitoring, an advanced analytics system is 

also required to track additional information such as traffic sensors, calls, videos, and police service calls, 

among other things. We highlighted how Big Data-based data analysis approaches can be used to avoid 

dealing with such situations in this paper. Furthermore, we have examined various data gathering 

methodologies, including Volunteered Geographic Information (VGI), Geographic Information System 

(GIS), and Web 2.0. The prediction based on data gathering and analysis will be the final phase. It will be 

accomplished through the use of Machine Learning to predict and prevent future crimes. 
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