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Abstract: This describes cloud storage system, it support for rapid development of cloud computing data 

leakage prevention algorithm and it implemented secure storage mechanism. CSSM adopted a hierarchical 

management approach and combined user password with secret sharing to prevent cryptographic materials 

leakage. Advanced encryption standard algorithm(AES) is implemented for encryption of data. The proposed 

scheme ensuring the reduced overhead and latency in system. The objective is to secure the cloud data with 

reduced leakage system. The main objective of the proposed mechanism is to secure cloud storage against 

data breach, which may be the result of targeted attack or management negligence (e.g. misconfiguration), 

in case hackers even some malicious administrator is able to steal user data. 
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