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Abstract: Phishing is a fraudulent attempt to extract sensitive information from individuals or 

organisations, such as usernames, passwords, and credit card information, by impersonating a 

trustworthy organisation in a digital communication. Phishing attacks pose significant risks to users' 

privacy and security. The goal of this research is to provide an overview of various phishing attacks and 

techniques for protecting information. It also discusses MachineLearning-based categorization for 

phishing website data in the Machine Learning Object storage database. As we move closer to a better 

future to better technological advances each year, the danger of credit card information being 

compromised grows. Credit card fraud has risen dramatically in recent years. This includes details 

hacking, phishing, and other totally incorrect and illegal means to steal credit card data. In this 

construction and operation, we will use Machine Learning to implement the phishers URL phishing 

detection and prevention technique, which will provide real significance of the checked URL and fetched 

Email. 
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