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Abstract: In this paper we would be discussing about online shaming and analyse different type of shaming 

and how to deal with it. The task of public shaming detection in social media is automated from the 

perspective of victims. It explores primarily about two aspects, namely, events and shamers. Based on 

classification of shaming tweets, a web application has been designed and deployed especially for one type 

of shaming tweet that of sarcasm, and the website also provide information about shamer who has used 

abusive comments under the user profile more than three time and sent alert message to user about the 

informing about the shamer.  
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