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Abstract: Data security has become a top worry for everybody linked to the internet, as it has merged with 

our lives and grown at a breakneck pace over the previous several decades. Data security ensures that only 

the intended recipients have access to our information and prohibits any data modification or manipulation. 

Various techniques and approaches have been developed to reach this level of security. Cryptography is a 

set of techniques for encrypting data using specified algorithms that render the data unreadable to the naked 

eye unless decrypted using predefined procedures by the sender. 
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