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Abstract: Phishing attacks are a growing cybersecurity concern, where attackers impersonate 

legitimate websites to steal sensitive user information such as login credentials and financial data. 

Traditional methods like blacklisting are ineffective against newly generated phishing sites. This project 

introduces Fresh-Phish, an open-source and extendable phishing detection system that leverages 

machine learning to classify websites as legitimate or phishing. By integrating 29 key features, Fresh-

Phish improves upon existing methods by maintaining an updated dataset, optimizing feature selection, 

and reducing dataset biases. The system employs a Flask-based web interface for user interaction and a 

Telegram bot for real-time phishing alerts..                                                                
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