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Abstract: Conventional public key cryptography will be broken by a massive quantum computer. An 

alternative for safeguarding communications in the age of quantum computing is lattice-based 

cryptography. One appealing method for effectively handling polynomial multiplication is the Number 

Theory Transform (NTT).For many systems, including battery-operated devices and Internet of Things 

(IoT) gadgets, low power consumption is essential. However, further study is needed to develop NTTs that 

are low power and efficient. The suggested design may be implemented using inexpensive single-port RAM 

and only requires n log (n) clock cycles 
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