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Abstract: Analyzing cyber incident data sets is an important method for deepening our understanding of 

the evolution of the threat situation. In present generation we come to know about many cyber breaches and 

hacking taking place. In this project work, we research about the various cyber- attacks and breaches and 

study the way these attacks are done and find an alternative for the same. We show that rather than by 

distributing these attacks as because they exhibit autocorrelations, we should model by stochastic process 

both the hacking breach incident inter- arrival times and breach sizes. We draw a set of cyber securities 

insights, including that the threat of cyber hacks is indeed getting worse in terms of their frequency. In our 

project we will be using the algorithms such as Convolution Neural Network (CNN) as existing and 

Recurrent Neural Network (RNN) as proposed for analyzing our results. From the results obtained its proved 

that proposed RNN works better than existing CNN. 
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