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Abstract: The usage of Internet as increased with time ,but with the increase in usage of internet ,the cases 

of Cybercrime has also gone up. However, with increase of artificial intelligence ,the companies and 

business are starting to look for AI tools to help against cybercrime .AI is becoming an essential component 

of every business. Cybercrime is one of the important sectors where AI has begun demonstrating valuable 

inputs. It is due to the fact that AI is faster than humans to take action and make an alternate plan of action 

to protect business and send warning against cybercrime. We will discuss recent cyber crime and how AI is 

used in the industry to defend itself in the long run. 
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